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To learn more about how you can protect your patients from cyber threats check out the 
Health Industry Cybersecurity Practices: Managing Threats and Protecting Patients 
publication. Check out the available resources 405(d) has to offer by visiting our social 
media pages: @ask405d on Facebook, Twitter, LinkedIn and Instagram!

Implement Password Management & Multi Factor Authentication

Healthy Cyber Habits

Update Software When Requested

Be Aware of the Warning Signs of a Phishing Attack

Secure Computers When Not In Use

Do Not Share Passwords

Do Not Use The Same Credentials For Work & Personal Accounts

Encrypt  Sensitve Data

Secure Network/VPN Connections to Protect Data

Participate In All Required Cybersecurity Training

Follow Organization Cyber Protocols

Patients

Roles in the Healthcare System

Cybersecurity Awareness
Is Everyone’s Responsibility
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